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Statement from Calum  Dundas (bn. /1982), Head of Data Strategy, Police 
Scotland to the Sheku Bayoh Public Inquiry responding to quesƟons received under the Rule 8 
Request dated 9 May 2024. 

1. In response to quesƟon 1, a summary of my roles and responsibiliƟes within Police Scotland 
and previous subsumed enƟƟes are as follows; 

1.1 2005-2008 - Scoƫsh Criminal Record Office – Service Desk Administrator 

1.2 2008-2010 – Scoƫsh Police Services Authority – Audit & Compliance Manager. Responsible for 
the integrity and quality assurance of informaƟon contained with naƟonal policing systems 
(Criminal History System and the Police NaƟonal Computer) ensuring accurate retenƟon, 
reconciliaƟon of data across mulƟple systems and developing appropriate quality systems. 

1.3 2010-2016 – Scoƫsh Police Services Authority - Forensic Data Manager. Responsible for the 
quality of biometric and personal data held in the Scoƫsh Fingerprint CollecƟon and DNA 
Database and the associated comparisons services provided to Scoƫsh policing. 

1.4 2016-2017 – Police Scotland – Temporary Head of NaƟonal Systems Support. Responsible for 
leading department in the governance and support of Police Scotland’s naƟonal informaƟon 
assets (Criminal History System, Scoƫsh Intelligence Database, Interim Vulnerable Persons 
Database, ANPR, Violent and Sex Offenders Register) and supporƟng technologies, with the 
primary focus on providing data and system support to relevant Assistant Chief Constables in 
undertaking their role as InformaƟon Asset Owners. 

1.5 2017-2022 – Police Scotland – Data Governance Lead. Responsible for the design, 
development and delivery of the Chief Data Office Target OperaƟng Model (CDO TOM) and 
Master Data Management (MDM) Projects. During this Ɵme, in lieu of the Chief Data Office 
being established, I created the Data Standards Council and authored iniƟal data governance 
arƟfacts in data policies around data standards and data quality. Also created the 
organisaƟon’s data catalogue. The first work of the Data Standards Council was to establish 
data standards for nominal data. 

1.6 2022-present – Police Scotland – Head of Data Strategy. Responsible for direcƟon and delivery 
of the business data strategy and ensuring it supports and delivers for Police Scotland’s 
strategic objecƟves and other business strategies and plans. 

2. In response to quesƟon 2, an overview of the Data Governance Board is provided below. I have 
presumed the quesƟon relates to this board rather than the Data Governance Group, that 
does not exist. 

2.1 The Data Governance Board has been in operaƟon since 2020 and replaced the InformaƟon 
Governance Board that had a similar but narrower remit. Since concepƟon it has been chair by 
ACC, now DCC, Alan Speirs undertaking his role as Senior InformaƟon Risk Owner (SIRO) and 
ExecuƟve Accountable Officer (Public Records (Scot) Act). I am a member of the board and 
recently undertook the review and refresh of the Terms of Reference that were raƟfied in 
February 2024. 

2.2 The purpose of the board is to ensure: 

• Data and associated informaƟon is compliant with all statutory and regulatory 
provisions and security standards. 
• The use of data adheres to the highest standards of ethical and privacy oversight. 
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• Key data assets are understood, owned, governed and supported by consistent 
management processes such as quality and risk management. 
• All data acƟviƟes align to and support overarching data and organisaƟonal strategies. 
• Change iniƟaƟves and developments are aligned to organisaƟonal data architecture 
and standards. 
• Data is available to officers, staff and partners when required. 
• The criƟcality of data (its collecƟon, security, management and use) to Police 
Scotland is recognised at all levels of the organisaƟon and is central to the professional 
development of the organisaƟon and its staff. 

The membership will also support the SIRO in exercising their authority and control 
(planning, monitoring, tolerance & enforcement) over the management of data and 
informaƟon risks. 

2.3 I have provided the full Terms of Reference to the OperaƟon Tarn team should you wish to 
request them. 

3. In response to quesƟon 3 on the collecƟon, monitoring and analysis of race data in 2015; 

3.1 I have no knowledge of the monitoring or analysis of race data in 2015. My role at the Ɵme 
had no remit or responsibiliƟes in this area. I would suggest that the Analysis and 
Performance Unit would be best placed to answer quesƟons in relaƟon to that acƟvity. 

3.2 In relaƟon to the collecƟon of data I can offer an opinion based on a general understanding 
of the system and data landscape at the Ɵme; 

3.3 Although a single Police Service at the Ɵme, Police Scotland had inherited a fragmented 
applicaƟon estate with mulƟple versions of crime, missing persons, producƟons, custody, 
direct measures systems etc. The data capture within these systems all varied with liƩle co-
ordinaƟon across systems, which had been developed within disƟnct organisaƟons. Systems 
were also old and difficult to change. When new data capture was required, such as 
recording informaƟon about hate and domesƟc abuse crime, it was determined to record 
into a naƟonal system (iVPD) rather than trying to amend x8 crime systems. If there was a 
common standard in recording race informaƟon it would have been challenging to 
implement it across all legacy systems. 

3.4 Changes to legacy systems would also be minimised due to the i6 project that was seeking to 
replace many of the legacy systems with a single naƟonal soluƟon. The project did not 
deliver. In terms of what i6 was planning in relaƟon to the collecƟon of race data, closer to 
your period of interest (2015) I have access to the i6 Logical Data Model For PERSON. This 
document shows that i6 were planning to allow the recording of: 

 Person Self Defined Ethnicity 
 Person Ethnic Appearance 

3.5 The document does not have the constrained values (CVs) that they were proposing to use 
however the document references the Police NaƟonal Database (PND) as the source. I have a 
separate document that lists the PND CVs. I have provided the i6 project document and the 
PND CV lists to the OperaƟon Tarn team should you wish to request them. 

4. In response to quesƟon 4 on the collecƟon, monitoring and analysis of race data in 2015; 
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4.1 I have no knowledge of the policies or strategies related to the collecƟon, monitoring or 
analysis of race data in 2015 other than the organisaƟons intenƟon with regards to recording 
pracƟces on the i6 system. 

5. In response to quesƟon 5 on trends in race data in 2015; 

5.1 I have no knowledge of the trends at that Ɵme or any response by Police Scotland to them. 

6. In response to quesƟon 6 on how race data fed into officer training in 2015; 

6.1 I have no knowledge of officer training or how race may feature in that. 

7. In response to quesƟon 7 on the current policy and strategy in relaƟon to race data; 

7.1 As menƟoned in secƟon 1.5 I established the Data Standards Council in 2017. The reason for 
this was to introduce industry best pracƟce to data management, with data standards being 
one of the key foundaƟonal elements to that. We started with nominal data standards as it is 
one of our most important data sets and as I was establishing a project to implement Master 
Data Management for nominal details then having a corporate standard was key. 

7.2 The group met weekly for 90 minutes and included representaƟves from the analyst 
community, police officers, IT, data management staff and subject maƩer experts (data 
protecƟon, equality & diversity) as and when required. 

7.3 When defining the nominal data standard the group sought to go beyond just providing a 
recording structure for all potenƟal data you may wish to record against a nominal but 
instead narrow the standard down to data that was actually relevant to meet the needs of 
Police Scotland. The idea was that it prevented officers from capturing unnecessary and 
disproporƟonate data and focus them on capturing data relevant to the prevenƟon and 
detecƟon of crime. The guiding principles of the group where: 

 Does this data provide operaƟonal benefit? 
 Does this data provide analyƟcal benefit? 
 Is it appropriate and proporƟonate to ask for and/or record this data? 
 Just because we can record it, doesn’t mean that we should. 
 Just because we have historically captured it, doesn’t mean that we should. 
 Can this data be accurately captured? 
 Can this data be accurately searched? 
 Focus for officers – help them capture the key data well 

7.4 In relaƟon to a data standard for race we brought in colleagues from the Equality & Diversity 
Unit to assist. I don’t have notes to validate this but I recall quickly seƩling on two disƟnct 
recording types; Ethnic Appearance (DefiniƟon: The ethnic appearance an officer defines for 
a nominal based off their outward appearance) and Self-Defined Ethnicity (DefiniƟon: The 
ethnicity group a nominal self-defines as). We collected a range of available recording 
pracƟce including what i6 were proposing, what BriƟsh Transport Police used, the list from 
iVPD, the list from the Office for NaƟonal StaƟsƟcs and the Scoƫsh Census. 

7.5 What became clear was that there was a relaƟvely seƩled list of values for Self-Defined 
Ethnicity and for this we adopted the CV list from the Scoƫsh Census: 

 White Scoƫsh 
 Other White BriƟsh 
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 White Irish 
 Gypsy / Traveller 
 White Polish 
 Other White 
 Mixed or mulƟple ethnic group 
 Pakistani, Pakistani Scoƫsh or Pakistani BriƟsh 
 Indian, Indian Scoƫsh or Indian BriƟsh 
 Bangladeshi, Bangladeshi Scoƫsh or Bangladeshi BriƟsh 
 Chinese, Chinese Scoƫsh or Chinese BriƟsh 
 Other Asian 
 African, African Scoƫsh or African BriƟsh 
 Other African 
 Caribbean, Caribbean Scoƫsh or Caribbean BriƟsh 
 Black, Black Scoƫsh or Black BriƟsh 
 Other Caribbean or Black 
 Arab, Arab Scoƫsh or Arab BriƟsh 
 Other Ethnic Group 

7.6 The operaƟonal requirements of Police Scotland meant that it was important for crime 
detecƟon that we also had a record of an individual’s ethnic appearance. The CV list for Self-
Defined Ethnicity was not appropriate for this as included characterisƟcs beyond physical 
appearance. 

7.7 The iniƟal approach was to try and keep consistency between that lists and sƟll use the 
census data standard, but only use the higher level categorisaƟons of: 

 White 
 Mixed or mulƟple ethnic groups 
 Asian 
 African 
 Caribbean or Black 
 Other Ethnic Group 

7.8 The operaƟonal perspecƟve on this approach was that it did not sufficiently disƟnguish 
between Southwest Asian and East Asian appearances. They also thought African and 
Caribbean or Black was not clear when seeking a characterisƟc that could be consistently 
applied based on an officer or witness descripƟon. There was also the desire to align with 
historic lists recorded in the Criminal History System, the Police NaƟonal Computer, and the 
Police NaƟonal Database. The raƟfied CV list for Ethnic Appearance was: 

 White - North European 
 White - South European 
 Black 
 Unknown 
 Chinese, Japanese Or South East Asian 
 Asian 
 Middle Eastern 
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7.9 The Data Standards Council did not determine what data should be captured for all the 
systems and processes. It would be for each system or process to jusƟfy that within their 
Data ProtecƟon Impact Assessment. The council did provide a guide by categorising nominal 
types and the informaƟon that should be captured. This was more to prevent data over-
capture in certain situaƟons. 

7.10 The work of the Data Standards Council in relaƟon to nominal data was presented to the 
NaƟonal Independent Strategic Advisory Group in December 2020. I have provided the slides 
presented to this group to the OperaƟon Tarn team should you wish to request them. 

7.11 I have no knowledge of the monitoring or analysis of race data or any current policy or 
strategy in this area. I would suggest that the Analysis and Performance Unit would be best 
placed to answer quesƟons in relaƟon to that acƟvity. 

8. In response to quesƟon 8 on the extent Police Scotland are consistent with the principles 
idenƟfied in the UN High Commissioner for Human Rights’ report, I can only comment on the 
data collecƟon aspect. I have no knowledge on the monitoring and analysis acƟvity; 

8.1 In relaƟon to the principle of ParƟcipaƟon; 

8.1.1 I believe Police Scotland have a strong framework in place to ensure relevant populaƟon 
groups are engaged and consulted in data collecƟon processes, as required. This is facilitated 
through our Equality & Diversity Unit who were engaged in the data standards process. The 
group relied on these colleagues to provide direcƟon and insight through their engagement 
with these community and did this through our discussions around protected characterisƟcs. 
The group deferred to this team as to when and how groups would be engaged directly but I 
this was suggested as part of the discussion around race. 

8.1.2 LaƩerly a more focussed piece of work has been undertaken in relaƟon to a data standard 
around sex and gender data. This has been an extensive piece of work and part of the 
consultaƟon process was to engage with all the Police Scotland staff associaƟons to explain 
and take feedback on the proposed approach. The work on the standard is sƟll going through 
internal governance however it is on the roadmap to engage with relevant populaƟon groups 
as part of the external consultaƟon. Again, such consultaƟon will be done on the guidance 
and facilitaƟon of the Equality & Diversity Unit. 

8.2 In relaƟon to the principle of Data DisaggregaƟon; 

8.2.1 The ask for more granular data is one that we face oŌen; someƟmes internally from our 
analysts community and someƟmes in our desire to respond to Freedom of InformaƟon 
requests. UlƟmately it will come down to proporƟonality and necessity. The Human Rights 
Act states, ‘that where possible, a public authority should try to ensure that its policies or 
decisions do not interfere with an individual’s right to respect for private and family life, their 
home and their correspondence. If a public authority does decide that it will be difficult to 
avoid interfering with someone’s ArƟcle 8 rights, it will need to ensure that the policy or 
acƟon is necessary (not just reasonable), pursues one of the recognised legiƟmate aims and 
is proporƟonate to that aim.’ 

8.2.2 This consideraƟon comes out (although at the Ɵme not designed specifically around the 
Human Rights Act) in the principles that Data Standards Council applied to its work. A more 
conscious applicaƟon of these consideraƟon has come about more recently when developing 
recording standards are sex and gender data. 
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8.2.3 The Human Rights Act and then subsequent legislaƟons, namely the Data ProtecƟon Act and 
Gender RecogniƟon Act, work on this fundamental principle of necessity and proporƟonality. 
Police Scotland must examine and demonstrate the data it requires to undertake its core 
funcƟons. In some instances this will conflict with other requirements placed on us, such as 
the Public Sector Equality Duty to report on certain characterisƟcs. 

8.2.4 Referencing advice from the Equality and Human Rights Commission, providing in the 
context of sex and gender data but relevant to any protected characterisƟcs or sensiƟve 
personal informaƟon;  

“While there is no specific duty on public bodies to collect informaƟon to do this, it would be 
difficult if not impossible to meet the duty or undertake adequate Equality Impact 
Assessments, without knowing who uses their services.” 

 “CollecƟon of data must be appropriate and propor onate to the par cular purpose for 
which the data is being collected. At Ɵmes, people’s right to privacy will take precedence; at 
others, such as when a public body is fulfilling its statutory responsibiliƟes, it is likely to be 
jusƟfied to ask such quesƟons.” 

 “This point emphasises the need for data owners, in parƟcular when asking quesƟons on 
legal sex or sex registered at birth, to be assured that they give proper considera on to the 
appropriateness and propor onality of the data being collected and the purposes for 
which it is being used.” 

8.2.5 It should also be noted that Police Officers are usually capturing this informaƟon in difficult, 
stressful and Ɵme-criƟcal situaƟons and gathering certain informaƟon may cause situaƟons 
to escalate or add risk to the officer. This has to be taken into consideraƟon when asking 
officers to rouƟnely gather such informaƟon and how they go about doing it. 

8.2.6 In understanding the persecuƟon or targeƟng of specific populaƟon groups, in many 
instances it is not actually relevant to capture personal sensiƟve data about the individual 
persecuted. Offending will be based on the act of the persecutor and the perceived 
characterisƟcs of the vicƟm, not necessarily the actual characterisƟcs of the person. By way 
of an example in relaƟon to race; an assault may be commiƩed on a vicƟm that was 
aggravated by the hatred towards Arabs, as they perceived the vicƟm to be from that region. 
The fact that the vicƟm was actually from North Africa should not distract from the 
monitoring of crimes against the Arab community. 

8.2.7 Disaggregated data is captured at the ‘crime/incident’ level and this has been strengthened 
by the introducƟon of the new Hate Crime and Public Order (Scotland) Act. This also 
prevents unnecessary disclosure of informaƟon on sensiƟve, personal characterisƟcs when 
the individual may come into contact with Police Scotland for another maƩer, where this 
informaƟon is then irrelevant to the enquiry or out of date. 

8.3 In relaƟon to the principle of Self-IdenƟficaƟon; 

8.3.1 Police Scotland has a data standard for Self-Defined Ethnicity, separate to Ethic Appearance, 
as per secƟon 7.4 above. 

8.3.2 As per my submission above Police Scotland aligns with the principle outlined in the UN 
Report; “Data collectors should only include characterisƟcs that relate to personal idenƟfy in 
data collecƟon exercises where it is necessary and appropriate to do so. QuesƟons about 
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personal idenƟfy characterisƟcs should be voluntary and a non-response opƟon should be 
provided.” 

8.4 In relaƟon to the principle of Transparency; 

8.4.1 I believe Police Scotland has a strong framework in place, through our Equality and Human 
Rights Impact Assessment, to ensure the collecƟon and use of protected characterisƟc data is 
considered and transparent.  

8.4.2 The Equality and Diversity Unit can provide further informaƟon on this process however in 
the recent work on defining recording standards for sex and gender data I’ve worked with 
them to provide a comprehensive assessment. The plan is for this to be published externally 
as part of the consultaƟon once the recommendaƟons with the report have gone through 
internal governance.  

8.5  In relaƟon to the principle of privacy; 

8.5.1 I believe Police Scotland has a strong framework in place, through our Data ProtecƟon 
Impact Assessment, to ensure the collecƟon and use of protected characterisƟc data is done 
in line with the provision of the Data ProtecƟon Act.  

8.5.2 The InformaƟon Assurance team can provide further informaƟon on this process however I 
have completed many of these assessments and know them to be rigorous and thorough, 
with the process well established across all processes within the organisaƟon. 

8.6  In relaƟon to the principle of accountability; 

8.6.1 Police Scotland has a data governance framework in place where all data across the 
organisaƟon is aligned to an Assistant Chief Constable Data Owner who is accountable for 
the collecƟon, processing, use, sharing and deleƟon of that data. Data Owners report into 
the Data Governance Board, chair by the Senior InformaƟon Risk Officer. 

8.6.2 I cannot offer anymore views on this parƟcular principle other than to refer to submission 
against previous principles above. 

9. In response to quesƟon 9 on the extent Police Scotland are consistent with the principles 
idenƟfied in the European Commission’s “Guidance note on the collecƟon and use of 
equality data based on racial or ethnic origin”, I can only comment on the data collecƟon 
aspect. I have no knowledge on the monitoring and analysis acƟvity; 

9.1 In relaƟon to the principle of mapping exisƟng data sources; 

9.1.1 This aligns to the data governance principles that Police Scotland have been introducing as 
part of the Chief Data Office and overseen by the Data Governance Board. We seek to 
catalogue all criƟcal data across the organisaƟon, agree definiƟons and standards, map the 
data to criƟcal systems and processes, profile the data within these sources to understand 
levels of quality and alignment to the standards, put in miƟgaƟon plans and monitor 
progress. 

9.1.2 As menƟoned in secƟon 7.1 Police Scotland is also introducing industry best pracƟce in 
Master Data Management that seeks to consolidate nominal records from mulƟple systems 
into a single ‘master’ record.  

9.2 In relaƟon to the principle of a needs assessment; 






